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USAG Humphreys Public Affairs  Intern 

Infantry Soldiers stand guard with smile 

     CAMP HUMPHREYS, Republic of Ko-

rea — The 1st Infantry Division Soldiers 

never envisioned their tour to the Re-

public of Korea meant gate duty to pro-

tect the force; however, that has not 

stopped them from appreciating their 

mission. 

     Shortly after the first service member 

confirmed positive with the coronavirus 

in the southeastern city of Daegu, earlier 

this year, the U.S. Forces Korea imple-

mented a stricter entry measures at the 

gates to protect the force.  

     The 1ID Soldiers are tasked to screen 

people entering the installation by pro-

tecting the force by actively checking for 

indicators of the coronavirus. They inter-

view personnel coming through the 

gates to assess potential risk, and con-

duct temperature checks prior to their 

ID checks. 

     Currently, Soldiers from A Company, 

1st Battalion, 18th Infantry Regiment, 

2nd Armored Brigade Combat Team, 

Fort Riley, Kan., serve at the Adams 

Gate, located near the Exchange. The 

team work in tandem with the military 

police and the Korean gate guards. 

     “Our simple questions get people 

interested,” said Sgt. Tristan Purcelli, at 

the Adams Gate. “And we don’t mind 

being here. We are a tight-knit unit, and 

we boost each other up when we need 

to.” 

     The Soldiers feel a sense of purpose in 

their work, knowing that their role is 

vitally important to the garrison.  

     “What we do show people the reality 

of the situation, and how we are taking 

A Soldier from A Company, 1st Battalion, 18th Infantry Regiment, 2nd Armored Brigade Combat Team, Fort Riley, Kan., interviews a personnel coming 

through the Adams Gate for any indicators of the coronavirus. (U.S. Army photo by James Myer, USAG Humphreys Public Affairs) 
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CID Cautions Teleworkers to Adhere to IT Best Practices 

QUANTICO, Va. (March 23, 2020) – As the Army community continues to encourage teleworking, the U.S. Army Criminal Inves-

tigation Command reminds users about cyber adversaries and the importance of keeping all information on the network safe.  

As telework increases across the Army, network users play an important role in protecting the Department of Defense Infor-

mation Network. CID encourages users to follow department-issued guidance and best practices as well as those developed by 

DoD. This information will help ensure users maintain secure use of common capabilities and continue to operate effectively 

during telework status. 

CID officials also remind the Army community that your government furnished equipment (GFE) is for official government use 

only and is to be used only by authorized users. It is important to remind family members the computer is for your work only 

and not to be used for other purposes. Users are encouraged to utilize good practices such as locking and removing your CAC 

and maintaining the physical security of their GFE. 

Additional important reminders for government teleworkers: 

 The use of Government Furnished Equipment is ALWAYS the preferred method for connecting to DoD Resources 

 Adhere to your organization-specific Telework User Guidance 

 Use your organization’s official connection services while conducting official business (e.g., VPN, MobiKEY, Skype for Busi-
ness, and VidyoDesktop etc.) and log off from connection at the end of work day or during idle times when you are not 
directly interacting with network resources. 

 While connected to the NIPRNet, use of streaming video/audio and internet access is not authorized except for official 
business 

 Study and follow the Acceptable Use Policy for government systems 

 Use your organization’s approved communication and collaboration methods for official business 

 Work offline whenever possible 

In addition, the Criminal Investigation Command’s Major Cybercrime Unit continues to warn the Army community of ongoing 

Coronavirus-themed phishing attacks impersonating organizations with the end goal of stealing information and delivering 

malware. 

“Cybercriminals are innovative and will take advantage of current browsing trends to conduct social engineering attacks,” said 

Edward Labarge, Director, Major Cybercrime Unit, USACIDC. “We have already seen this with malware infected COVID-19 

maps and phishing emails related to the pandemic.” 

Labarge recommends always inspecting the URL and ensuring you know where the link will take you, because criminals are 

disguising themselves in an effort to steal money and/or sensitive information. 

“When conducting research on COVID-19 or any other topic, you want to ensure you use good cybersecurity best practices,” 

he said. “This includes keeping your browser, operating system, and antivirus software up to date. Additionally, you should 

never click on an unknown link. 

You can check the link by hovering your mouse over the URL to see where it leads.” Some Trusted Sources available for use: 

DAF COVID-19 Webpage: https://www.af.mil/News/Coronavirus-Disease-2019/ 

Centers for Disease Control and Prevention (CDC) COVID-19: https://www.cdc.gov/coronavirus/2019-ncov/index.html 

USAF COVID-19 Information Page: https://www.af.mil/News/Coronavirus- Disease-2019/ 

World Health Organization: https://www.who.int/ 

Please continue to exercise proper cyber hygiene while utilizing VPN and government computers as well as personal devices. 
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this epidemic seriously,” said Spc. Charles Bracken. 

     While they take their new positions seriously, their interactions with the children make their days extra special. 

     “The kids really lift up your day,” said Bracken. “Many of them wave, and some say ‘cheese’ because they think that the 

thermometer is a little camera. They put a smile on our faces.” 

     Diane Oh, a military spouse, appreciates the Soldiers for their hard work. 

     “I think these Soldiers are doing an excellent job,” she said. “This is a very important necessary precaution measures to 

keep us safe. Our community appreciates them very much.” 

     For more information on the COVID-19 virus, please visit: https://www.cdc.gov/coronavirus/2019-ncov/index.html 
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